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The docunentation | have seen for DEC LanWORKS states that there are three
User Access Methods avail abl e: Apple Standard UAMs, Encrypted VMS Password,
and d ear Text VMS Password.

In the 1.0 rel ease of LanWORKS, | cannot find a way to enable the Encrypted
VM5 Password UAM | understood that there should be a UAMfile placed in

t he Maci ntosh's System Fol der: Appl eShare Folder. The file for Encrypted
VMS Password UAM seens to be lacking. |s this the case?

Second, it appears that the VM5 UAMs can be enabl ed/ di sabl ed by noving the
file(s) to or fromthe System Fol der: Appl eShare Folder. If | want to

di sal l ow cl ear text passwords, is there any way to disable the Apple
Standard UAM? |If not, is DECis planning to support the standard

Appl eShare encrypted password net hod?
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You probably have the pre-rel ease docunentati on of DEC LanWORKS. The
Encrypted VMS Password UAM has been removed fromthe rel ease version of the
product, now naned PATHWORKS.

It is correct that there is not a file for Apple Standard UAMto renove,
and so there is no way to disable the Apple Standard UAM W don't know
what the plan is for supporting Apple Encrypted Password nethod, but we
will forward your request to the Apple/Digital team for eval uation
Copyri ght 1991 Apple Conputer, Inc.
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