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Overvi ew

Appl eShare vol umes nmounted with the new network Chooser on an Appl eShare
WORKSTATI ON Maci nt osh can be made avail able (via TOPS on the sane Maci ntosh)
to the TOPS network. The Appl eShare vol une can then be accessed from any TOPS
station on the network, including M5-DOS conputers.

TOPS al | ows M5-DOS connectivity to the AppleShare file server. Appl eShare
vol umes nounted on a Maci ntosh workstation and then published via TOPS are
"available' in a PC TOPS wi ndow. The volune can then be nounted by the PC
and accessed |ike any other TOPS vol une.

Potential Trouble Spots

TOPS does not recogni ze Appl eShare fol der access privileges. Publishing any
Appl eShare vol urme via TOPS gives the sane access privileges to any TOPS
station that might access the volunme. This means that if an Appl eShare user
published a private volunme or folder via TOPS, the volune or fol der woul d be
available to all other TOPS users on the network. When an Appl eShare vol une
is accessed through any TOPS station, it appears to the Appl eShare server
that the Appl eShare workstation that originally nounted the volune is
accessing the server. This extends the access privileges of the original
user to all TOPS workstations, effectively bypassing the Appl eShare user
privileges and restrictions.

Vol unes and fol ders can safely be accessed through Appl eShare or through
TOPS, but not both. AppleShare uses the Apple AFP file transfer protocols,
whil e Centram uses a proprietary file transfer scheme. An Appl eShare vol une
or folder that has been first nounted by an Appl eShare workstation and then
publ i shed via TOPS shoul d not then be mounted through both Appl eShare and
TOPS at the sane tine on another AppleShare workstation. Calling the file or
folder will result in the two different file transfer mechani sns cl obbering
each ot her.

TOPS should NOT be installed on the Appl eShare Server. This could work if ALL
vol umes were published fromthe File Server as "Read-Only" vol unmes, though
there is probably no reason to configure any network this way. The reason for
this conflict is that Appl eShare keeps a copy of the server directory, which
woul d not be properly updated if a server volune were nodi fied by any TOPS



users.

Appl eShare shows all folders on the nounted vol une, irrespective of whether

t he workstati on user has access privileges to the folders. If an Appl eShare
vol umre has first been mounted by an Appl eShare user, published via TOPS on

t he Maci nt osh workstation, then viewed through the TOPS wi ndow on any TOPS
wor kstation, all the folders in the volune will be listed. If the volunme is
nounted via TOPS and private folders are opened with the Finder, the folder's
wi ndow wi Il be enpty. Attenpting to mount a private folder via TOPS will
cause an error nessage.
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