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Fi | e Managenent

I's Is gives a listing of the files in the current directory.
Is -IF gives a useful long listing, and places a '/' after the

nane of each directory, and a '*' after each executable
progr am

Is -alists all files, including files that begin with the "."

cd cd changes the current directory.

'cd /' changes the active directory to the root of the
filesystem

'cd ..' changes to the parent directory of the current
directory.

pwd pwd tells you what directory you are accessing



nkdi r

cp

chnod

"nkdir new directory' nakes a new directory called
"new_directory'

cp is the conmand to copy a file to a new file.

'cp -r' is a recursive copy, which can copy directories and
their contents.

nv is the command to nove or renane a file. nmv is not capable
of moving a file fromone filesystemto anot her

chnod <new perm ssi ons> <sonme_file> changes the perm ssion bits
on afile. chnod is often used to either restrict access to a
file, or to enable the "setuid bit' on an executabl e program

A file has certain perm ssion bits, which deternmine the rights
to read, wite, and execute the file. These pernissions are
given differently to the owner of the file, the group to which
the file belongs, and everyone el se.

Is -1 will give a full listing of files, and the |eft-nost
colum is a listing of perm ssion bits.

- T WX - XT - X 1 oracle dba 4122655 Jun 19 14:19 sql dba*

There are a total of 10 characters in the |eft col um.
The first character is '-' for a file, and 'd if the itemis a
directory.

The next 9 characters are 3 groups of 3 characters each
Each group determnes the rights to read, wite, and execute.

rwx means that read, wite, and execute rights are enabl ed
r-x means that read and execute are enabled, but witing is
not .

If the letter is present in a particular position, the right is

enabled. |If thereis a '-', the perm ssion is disabled.

The first group of letters corresponds to the rights granted to
the owner of the file. The userid listed in the third columm
of the I's -1 output is the owner of the file.

** |f the owner's permissions are 'rws', then the setuid bit
** s set, neaning that the programw Il run with all of the
** rights as the owner of the program regardl ess of who

** jnvokes the program

The second group of letters corresponds to the rights of the
group to which the file corresponds, which is the fourth
paranmeter of the Is -1 output.



chown

chgrp

find

The third group of letters defines the permssions for
ever ybody.

-rwWxr-xr-x means that everyone can read and execute the file,
but only the owner can wite (nodify) it.

-rwsr-x--- means that the setuid bit is enabled, people in the
group which owns the file may read and execute the
file, but people outside of the group have no access
to the program

To set the pernissions, you need to assenble a string of 3
nunbers to tell chnbod how to set the permissions. Different
privileges are enabl ed by addi ng up the nunbers bel ow

read - 4
wite - 2
execute - 1

read and execute privilege (4 + 1) are 5

read, wite, and execute (4 + 2 + 1) are 7

to set the setuid bit, you prefix your string with the nunber
4.

chnod 755 (yields -rwxr-xr-x)
chnod 400 (yields -r-------- )
chnmod 4755 (yields -rwsr-xr-x) (The setuid bit is enabl ed)

The files '"orasrv' and 'oracle' (which are located in the
/users/oracle/bin) should be -rwsr-xr-x. You can set these
perm ssions with the conmand:

chnod 4755 orasrv oracle

chown <new_owner > <sone_fil e> changes the ownership of
<sonme_file> to be owned by <new owner>. Only the current owner
or the superuser (root) may issue this command.

Only the owner and the superuser (root) may delete a file.
the ownership of a file is usually nost inportant with
executable files that have the setuid bit set (see chnod
above).

*** Note: when you change the ownership of a file, the
*x* perm ssion bits can be changed. You may need to use
*x K the chnod command to get the proper setting.

chgrp <new_group> <sone_fil e> changes the group ownership of
<sonme_file> to be owned by <new group>. Only the current owner

or the superuser (root) may issue this command.

find can be used to locate files, and performan action on each



of themif desired.
find . -exec Is -1 {}\;

This command | ooks a bit confusing, but it gives a long listing
of the files in the current directory, as well as all of the
subdirectories. Check the manual pages on find for nore
detail ed information.

tar tar creates archives and extracts data fromthem

tar -cf archive.tar sonething
(creates a new archive called "archive.tar' containing a copy
of 'sonmething'. Sonmething could be a file, or a filesystem

** Note: NEVER try to back up a database that is RUNN NG
*x copi es of running databases WLL NOT WORK.

tar -xf archive.tar
(extracts the contents of archive.tar into the current
directory)

conpr ess ‘conpress sone_file' will create a conpressed version of the
file called sone_file.Z and deletes some_file. You nust
unconpress the some_file.Z before using it again.

Fi | esyst em Managenent

If you are not famliar with filesystens, nounting of filesystens, or disk
setup in general on A/UX 3.0.1, please refer to the "Di sk Setup" section of
Bul l etin #103947.028 -- "Setting up an AW5 95 Server for ORACLE7 for A/ UX"

df -B df will give you a line of information for each of the nounted
filesystens. Note the capital letter 'B, which specifies
that the results should be given in kil obytes.

df -B

Fi |l esystem kbyt es used avai |l %sed Mounted on
/ dev/ dsk/ c0d0s0O 140519 125637 7856  94% /

/ dev/ dsk/ c300d0s 637015 523524 81640 87% /ul

/ dev/ dsk/ c401d0s 1122889 805559 261185 76% /u2

This command tells you which filesystens were successfully
nount ed, where they are nounted, how big they are, and how nuch
space is avail able on each of them

** Notice that the 'Filesystem colum is not giving you the
** first 16 letters in the name of the disk device file. |If
** you need the full nanme, check the /etc/fstab file, or use
** the df command without the -B flag.

/etc/fstab the fstab file has one line for each fil esystem which should be



fsck

nmounted. It specifies the type of filesystem where to nount
it, and on what device it resides.

# fstab for Squid 6/23/93

#

/ dev/ dsk/ c300d0s0O / ignore rw 10

/ dev/ dsk/ c300d0s2 /ul 4.2 rw 10

/ dev/ dsk/ c401d0s2 /u2 4.2 rw 10

The lines that begin with # are ignored. It is a good idea to

put notes in this file that identify which machine it bel ongs
to, and when it was last nodified. Wenever you nodify this
file, you should PRINT it and put it somewhere safe.

*** | MPORTANT: having a printout of the fstab file is very

*x* hel pful if your machi ne has a damaged r oot

*x K partition, and you need to remenber where all of
*xx your filesystens reside. You need to know the
*okk | ocation of your root filesystem

* ok k / dev/ dsk/c300d0s0 is the default, but it may be
*oxk di fferent on your system

*** | like to tape a printout of this file to the machine.

fsck checks filesystem consistency and interactively repairs
the filesystem |If a filesystemw Il not nount, you need to
run fsck on it to verify and fix it. fsck works on a disk

device file that corresponds to the filesystemin question. |If
the filesystem which normally mounts fine on ul is not
nmounting, | need to run fsck. | can't just run 'fsck ul'. |

need to run fsck on the disk device file that was listed in the
/etc/fstab file that corresponds to the problematic fil esystem

squi d.root # fsck /dev/dsk/c300d0s2
** [ dev/ dsk/ c300d0s2

** Last Mounted on /ul

** Phase 1 - Check Bl ocks and Sizes
** Phase 2 - Check Pat hnanes

** Phase 3 - Check Connectivity

** Phase 4 - Check Reference Counts
** Phase 5 - Check Cyl groups

FI LE SYSTEM STATE | S MARKED AS DI RTY
FI X?

When you find out "FILE SYSTEM STATE IS MARKED AS DI RTY", you
do NOT ALVWAYS want to fix that.

** |f the filesystemis currently mounted ( it shows up when
you use the df conmmand), it will be DIRTY, which is K
Fil esystens are dirty when there is data in buffers that
has not been witten out to disk, which is fine if the
filesystemis nounted and in use. If this is the case,
choose N



mount -a

Uni x Shel s

PATH

** |f the filesystemis not nounted (it does not show up
when you use the df conmmand) then you shoul d choose Y.

If an Oracl e database (or some other program) is witing to a
file on a filesystemat the tinme a server goes down (crashes),
then the filesystemw Il not nount when the server cones back
up. You need to run fsck to repair the dirty filesystem

If the dirty filesystemis the root (/) filesystem then A/ UX
will not boot. The A/UX Startup programw |l tell you that the
root filesystem (/dev/dsk/c0d0sO) is dirty, and will present
you with a wi ndow in which you can issue sone UNl X conmands.
Try:

fsck /dev/dsk/c300d0s0

Once fsck conpletes the repairs on the filesystem you should
be able to type the comand 'boot' to start A/ UX

nount -a will attenpt to nount every filesystemlisted in the
/etc/fstab file. If nount -a returns no information, that
means that it had no problem If it gives you errors, that
neans that either the /etc/fstab file is not set up properly,
or the filesystemis damaged and shoul d be checked with fsck

nount -a is automatically called at startup tine. You should
only need to use this command after nodifying the /etc/fstab
file or after repairing a filesystemw th fsck

The .login file is in the home directory of each user. The
.login file contains commands which are executed automatically
when the user logs in to the UN X nachi ne.

It is often helpful to set the following in the .login file:

set env ORACLE HOME /users/oracl e

setenv ORACLE SID SAWP

set env PATH "/users/oracl e/ bin:/bin:/usr/bin:/usr/uch
/mac/ bin:/etc:/usr/etc:/usr/local/bin"

Adding these lines to the .login file will set these variabl es
automatically when you next login, or use the source command.

PATH is the environment variable which lists the directories on
the UNI X nachine that will be searched when a conmand is typed.
If | type 'do_sonething', and there is no programcalled
"do_sonething' in the current directory, the shell will search
all the directories listed in the PATH for an executabl e
programcall ed 'do_sonething'. A default PATH may | ook like:



csh

set env

sh

PATH=: / bi n: /usr/ bin:/usr/ucb:/mac/bin:/etc:/usr/etc:/usr/loca
/bin

If you try to use the oracle programcalled '

see:

sqgl dba' you will

sql dba
sql dba: Conmand not found.

If you want to be able to use Oracl e commands, you shoul d add
the bin directory of the oracle home to the PATH. This is
"/users/oracle/bin'" by default. Then the PATH would | ook like:

PATH=: / bi n: /usr/ bin:/usr/ucb:/mac/bin:/etc:/usr/etc:/usr/loca
/ bi n:/users/oracl e/ bin

In this case, the PATH references /users/oracle/bin, so the
sql dba conmand can be used w t hout problem

csh is the C shell, which is the default shell for each user
except root. Use the setenv command to set environnent
variables. when running the C shell. This is also known as
/ bi n/ csh.

setenv sets environment vari abl es under csh

'setenv SOVE VARI ABLE sone_contents' sets the variable
SOVE_VARI ABLE to be sone_contents.

There are 3 environnent variables which are inportant under
Al UX. They are ORACLE HOVE, ORACLE SID, and PATH

ORACLE HOVE = /users/oracle ( This is the directory where the
oracle files and executabl es
reside )

ORACLE_SID = SAMP ( This is the nane of the default
dat abase, which is SAWP )

PATH = ../ users/oracl e/bin.. (discussed in PATH section above)

sh is the Bourne shell, which is the default user for the root

user. This is also known as /bin/sh.

To set an environnment variable in the Bourne shell, you can do:
SOVE_VARI ABLE=sone_contents; export SOVE_VARI ABLE

It is inmportant to add the '; export SOVE VAR ABLE' to the
line, as otherw se programs that you run will not be able to

eval uate that environment vari abl e.

ORACLE_SI D=SAMP; export SAWP



env

source

This sets the ORACLE SID to be SAMP, and al |l ows ot her programns
you run (like Oracle utilities) to read the variable.

env lists the nanes and contents of all variables in the
current shell's environment.

source is used to read in a configuration file. If you edit
the .login file, and want the changes to take effect, you can
log out and log in again, or read in the file. To read in the
.1 ogin:

source .login

This will run all of the conmands in the .login file.

O acl e Dat abase Managenent

tcpctl is a conmand to help you start, stop, and get the status
of the SQL*Net TCP/IP version 1 |istener

"tcpetl status' should give you the status of orasrv.
tcpctl status

tcputl: Status sunmary follows
Server is running:

Started . 8-SEP-93 12:08:51
Last connection : 15-SEP-93 11:09: 17
Total connections . 87

Total rejections 3

Active subprocesses : 9

ORACLE SI Ds . SBA, S6B, S6C, S7F, SAMP
Default SID : (null)

Loggi ng node i s ENABLED.

DBA | ogi ns are DI SABLED.

OPS$ | ogi ns are ENABLED.

OPS$ROOT | ogi ns are DI SABLED

Orasrv is detached fromthe terninal
Break nmode = | N BAND

Debug level =1

No timeout (on orasrv handshaki ng).
Length of listen queue = 10

Orasrv logfile = /u2/7012f/tcp/log/orasrv.|og
Orasrv napfile = /etc/oratab

This tells you that the server is running, and has been runni ng
for a week. It has serviced 87 connections since it was
started, and there are currently 9 connections made to the
server. The active SIDs were read in fromthe /etc/oratab
file.

If the server is not running, it wll ook Iike:



tcpctl status
tcputl: server is not running: Connection refused

"tcpetl start' should start the TCP/IP |istener process
(orasrv).

tcpctl start

tcpctl: log file is /u2/7012f/tcp/log/orasrv.|og
tcpctl: SID mapping file is /etc/oratab

tcpctl: server will be run under oracle

tcpctl: | ogging node is on

orasrv: Release 1.2.7.5.1 - Production on Wd Sep 15 12:01: 06
1993

Copyright (c) Oracle Corporation 1979, 1993. All rights
reserved.

Starting server on port 1525.
tcpctl: server has been started

This means that server was successfully started on port 1525
(which was read in fromthe /orasrv entry of the etc/services
file).

You may get the following error if you try to issue the '"tcpctl
start' imediately after issuing a '"tcpctl stop':

Starting server on port 1525.
orasrv: server already running: Address already in use

If this happens, wait a few minutes and try again, while the
UNI X operating systemrel eases the port.

"tcpetl stop' should stop the TCP/IP |istener process
(orasrv).

"tcpctl stop' requires that you log into the A/ UX machi ne as
the user who started the server. You nust actually log into
the machine or telnet to the machine to have the proper
privileges. If | log in as a user who is not a dba, and use
the 'su - oracle' comand to becone the oracle user, it wll
not work:

tcpctl stop
tcputl: checking user pernission..
tcputl: perm ssion denied

If | then telnet to this nmachine as oracle, or log out and | og
inas oracle, it will work:

tcpctl stop
tcputl: checking user pernission..



orasrv

at ksrv

sql dba

tcputl: server has been stopped

You can also stop the orasrv process by killing it.

ps -ef | grep orasrv (this finds the orasrv process...)
oracl e 692 1 0 Sep 21 ? 0: 02 orasrv
vgrigori 16358 15344 2 18:17:44 p2 0: 00 grep orasrv

kill 692 (This kills the orasrv process.)

orasrv is the SQ*Net TCP/IP version 1 |istener process which
is controlled by the tcpctl program

atksrv is the SQ.*Net AppleTalk version 1 listener process. It
is invoked with the command atksrv.

at ksrv Squid
atksrv: Release 1.0.1.2.1 - Production on Wd Sep 15 12: 38: 06
1993

Copyright (c) Oracle Corporation 1979, 1993. Al rights
reserved.

Server name is Squid

Server Squi d[ 10790] is accepting connections....

If you get the error: Cannot register service "Squid" on
networ k, that nmeans that there is an AppleTalk |istener using
that name already in your zone of the AppleTal k network.

The [10790] tells you the PID of the atksrv process. You can

stop the atksrv listener by hitting control-C, or by killing
t he process manual ly from anot her UN X pronpt.

You could also kill the atksrv process in the same way you
could kill the orasrv process, which is described in the tcpctl
section.

sqldba is the utility used to adm nistrate the Oracl e dat abase.
It can create, startup, and shutdown databases. If the database
is not running, you can only connect to it by using 'connect
internal'. Once connected internally, you may startup and

shut down t he dat abase

sql dba
SQL*DBA: Rel ease 7.0.12.2.0 - Production on Wed Sep 15 12:44:56

Copyright (c) Oracle Corporation 1979, 1993. All rights
reserved.

ORACLE7 Server Release 7.0.12.2.0 - Production



Loopback

Wth the procedural and distributed options
PL/SQL Release 2.0.14.0.1

SQLDBA> connect system manager

ORA- 01034: ORACLE not avail abl e

ORA-07318: smsget: open error when opening sgadef.dbf file.
Maci ntosh A/VUX Error: 2: No such file or directory

The above error occurs when the database is not running. |If you
are logged in as a user in the dba group, you nmay connect
internally and startup the database.

SQLDBA> connect interna
Connect ed.

SQLDBA> startup

ORACLE i nstance started.
Dat abase nount ed.

Dat abase opened.

Total System d obal Area 7319428 bytes
Fi xed Size 30492 bytes

Variable Size 6453352 hytes

Dat abase Buffers 819200 bytes

Redo Buffers 16384 bytes

After starting up the database, you nmay connect as a dat abase
user.

SQLDBA> connect scott/tiger
Connect ed.

You coul d then connect internally and shutdown the database.

SQLDBA> connect interna
Connect ed.

SQLDBA> shut down

Dat abase cl osed.

Dat abase di snmount ed.
ORACLE i nstance shut down.

You could then attenpt a TCP/IP connection to the database
(provided you have started the orasrv process). This is called
a | oopback, as the server nachine is making a connection to
itself, which is a useful test of the server's functionality.

SQLDBA> connect scott/tiger@: squid: S7TF
Connect ed.

You nmay get errors trying to do the | oopback

ORA-6114 - problemwith the SID you specified. Conpare the SID
you tried with the /etc/oratab file

ORA- 6401 - you did not install SQ.*Net TCP/IP.



ORA- 3113

ORA- 6107

ORA- 6105

CRA- 6108

ORA- 1034

ORA- 7318

/etc/oratab -

Copyri ght 1993, Appl

Keywords: <None>

This information is

- you probably did not install the C progranm ng
option of A/UX and oracle was not properly
i nstall ed.

- you need to add the orasrv entry to /etc/services.
- you need to add the server's hostname to /etc/hosts

- orasrv is not running, or you have the wong IP
address entered for your server in /etc/hosts.
Refer to the description of ping above.

- orasrv is running properly, but the rdbns is not.
Use sqgldba to start the database.

- This error usually follows ORA-1034, but it neans
the sane thing. The database is not running.

This file lists the instances (SID s) available on the
A/ UX machi ne. The has one |ine per database on the
machi ne. Lines beginning with '# are conments which
are ignored. Each line is made up of the format:

S| D: ORACLE_HOME: STARTUP

Where: SID is the nane of the database
ORACLE HOMVE is where you installed the database
STARTUP is either Y or N, which indicates
whet her the dbstart and dbshut
utilities should start or stop that
dat abase.

The default /etc/oratab should have the |ine:
SAMP: / user s/ oracl e: N

This means that | have one database on ny nachine, it
is naned SAMP, and the ORACLE HOVE for the SAWP

dat abase is /users/oracle. The ORA-6114 error occurs if
you attenpt to connect to a database that is not listed
in the oratab file.

*** The capitalization of the SIDis inportant
*** 'SAMP' is different from'sanp'.
e Computer, Inc.
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